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System Chart
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TC Protection

Question: Are any measures deployed to prevent 3rd parties from controlling
your satellite?
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Yes No Unknown*

Unknown*:
Prefer not to say /
Don't know



 TC Obscurity

Question: What measures are deployed to prevent 3rd parties from controlling
your satellite? (Multiple Answers)
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Access Control
Encryption

3
*: Special knowledge
about ....

Special permit needed
* ... Frequences, Modulation, etc.

* ... Protocols

3 2



Security Testing

Question: Which, if any, methods, tools or techniques were used to
ensure/improve code quality? (Multiple Answers Possible)
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Penetration Testing
Bounded Model Checking

2

Hardware/Software in the Loop

Unit Testing

10

14



“
 But it's different for

*my* satellite



Impact
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